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In order to ensure security and prevent processing in breach of the GDPR, the controller must 

assess the risks associated with the processing and implement measures to mitigate those risks, 

such as encryption. Considering the latest scientific and technological developments and the 

costs of implementing the measures, those measures should ensure an appropriate level of 

security, including confidentiality, commensurate with the risks and the nature of the personal 

data to be protected. When assessing the risk of data security, consideration should be given to 

the risks arising from the processing of personal data, such as accidental or unlawful 

destruction, loss, alteration and unauthorised disclosure of, or access to, personal data 

transmitted, stored or otherwise processed, which may, in particular, result in physical, material 

or intangible damage.1 

 

No one is protected from cyberattacks, but in order to prevent it, the data controller must ensure 

the security of the information systems and the systems must be regularly monitored to identify 

any risks that may have arisen. In the case of this incident, a data leak would have been avoided 

if additional security measures had already been applied to access to  in the past.  

 

The Data Protection Inspectorate makes a reprimand to  on the basis 

of Article 58(2)(b) of the GDPR, because the processing operations of personal data have 

violated the requirements of the General Data Protection Regulation (Article 5(1)(f), 

Article 32 of the GDPR).  

 

Since  has taken additional measures to ensure the requirements for the 

protection of personal data set out in the GDPR, the Data Protection Inspectorate terminates the 

supervision proceedings.  

 

 
 
 
Best regards 
 

 

 

Lawyer 

authorized by Director General 
 

                                                 
1 GDPR recital 83 




